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1. INFORMACION INTRODUCTORIA
1.1. PROPOSITO

Esta Politica de Proteccion de Datos Personales (en adelante, la “Politica”) establece un marco
unificado para garantizar la proteccion de los datos personales dentro de FutureLife a.s. y de todas sus
sociedades afiliadas pertenecientes al mismo grupo empresarial (en adelante, el “Grupo FutureLife”).
Su propdsito es definir los principios, roles y responsabilidades relacionados con el tratamiento de
datos personales conforme a la normativa aplicable, incluido el RGPD (Reglamento General de
Proteccion de Datos) y otras disposiciones nacionales relevantes.

1.2. ALCANCE

Esta Politica se aplica a todos los procesos, tecnologias y entidades dentro del Grupo FutureLife que
realicen actividades de tratamiento de datos personales, y asegura un enfoque uniforme para la
proteccion de datos personales, la seguridad de la informacion y el ejercicio de los derechos de los
interesados.

1.3. DOCUMENTOS RELACIONADOS

En esta seccion se enumeran los documentos internos relacionados que respaldan y complementan
la Politica de Proteccion de Datos Personales:

> FL-CS-P1 - Politica de Ciberseguridad (Cybersecurity Policy): marco normativo para la
gestion de la ciberseguridad en la organizacion.

> FL-CS-S1 - Ciberseguridad del Usuario Final (End User Cybersecurity): estandar para el
comportamiento seguro y la responsabilidad de los usuarios finales dentro de la organizacion.

> FL-CS-S2 - Ciberseguridad de Proveedores (Supplier Cybersecurity): estandar para la
evaluacion y gestion de riesgos de ciberseguridad relacionados con proveedores externos.

> FL-CS-S6 - Plan de Continuidad del Negocio (Business Continuity Plan): estandar para
garantizar la resiliencia operativa y la recuperacién ante interrupciones.

> FL-CS-OP2 - Plan de Respuesta a Incidentes de Ciberseguridad (Cybersecurity Response
Plan): procedimiento para la deteccion, respuesta y recuperacion ante incidentes de
ciberseguridad.

> FL-CS-OP3 - Ciclo de Vida del Desarrollo Seguro del Sistema (Secure System
Development Lifecycle): procedimiento para integrar medidas de seguridad en todo el
proceso de desarrollo del sistema.

> FL-CS-OP7 - Comunicacion de Incidentes (Incident Communication): procedimiento para
la comunicacién interna y externa durante incidentes de ciberseguridad.

> FL-CS-OP09 - Nuevos Requisitos de Seguridad del Sistema (New System Security
Requirements): especificacion de requisitos de seguridad para el diseno e implementacion de
nuevos sistemas.

> FL-CS-S7 — Estandar de Seguridad para IA (AI Security Standard): estandar para el uso
seguro de herramientas de IA, incluyendo la proteccidon de datos personales y organizativos,
asi como la infraestructura asociada.
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> FL-CS-S4 - Auditoria Interna (Internal Audit): define los requisitos y responsabilidades para

la auditoria interna como parte del Sistema de Gestidn de la Ciberseguridad.

1.4. TERMINOS

TERMINO EXPLICACION

Responsable del tratamiento
de datos personales

Encargado del tratamiento de
datos personales

Categorias especiales de datos
personales

Categorias especiales de datos

Consentimiento

Cookies

Anonimizacién
Corresponsables
Datos personales

Datos sanitarios personales

Uso primario de datos
sanitarios

Uso secundario de datos
sanitarios

1.5. ABREVIATURAS

Persona fisica o juridica que determina los fines y medios del tratamiento de datos personales.
Entidad que trata datos personales por cuenta del responsable del tratamiento.

Informacion confidencial que, en caso de divulgacion, podria causar dafo, discriminacion o pérdida a
individuos u organizaciones, o poner en riesgo la seguridad nacional. Ejemplos: datos personales de
salud (PHI), datos financieros, informacion personal identificable (PII), secretos comerciales y datos
potencialmente sensibles.

Datos personales sensibles, como datos de salud, datos genéticos, datos biométricos o informacion
sobre origen racial o étnico.

Manifestacién de voluntad libre, especifica, informada e inequivoca del interesado.

Pequenios archivos de texto descargados y almacenados en el dispositivo del usuario que contienen una
cantidad limitada de informacién.

Proceso de eliminacion o modificacion de identificadores personales de forma irreversible, para que no
sea posible identificar al individuo.

Dos o mas entidades que determinan conjuntamente los fines y medios del tratamiento de datos
personales.

Cualquier informacidn relativa a una persona fisica identificada o identificable.

Informacion médica confidencial que identifica a una persona y esté relacionada con su salud fisica o
mental pasada, presente o futura, la prestacion de atencién sanitaria o al pago de servicios sanitarios.
Utilizacion de la informacion recopilada directamente durante la prestacion de atencion sanitaria al
individuo.

Informacion recopilada durante la atencién que se utiliza para fines distintos de la atencion directa (p.
ej., investigacion, salud publica, planificacion de servicios, mejora de calidad, desarrollo de politicas).

ABREVIATURA  EXPLICACION

IA Inteligencia Artificial (Artificial Intelligence, AI)
CRA Reglamento de Ciberresiliencia (Cyber Resilience Act)
DPA Anexo de Proteccién de Datos (Data Privacy Annexe)
EIPD Evaluacién de Impacto en la Proteccion de Datos (Data Protection Impact Assessment, DPIA)
DPO Delegado de Proteccion de Datos (Data Protection Officer)
EEE Espacio Econdmico Europeo (European Economic Area, EEA)
Formato Europeo para el Intercambio de Historias Clinicas Electronicas (European Electronic Health Record Exchange
EEHRXF Format)
EEDS Espacio Europeo de Datos de Salud (European Health Data Space, EHDS)
HCE Historias Clinicas Electronicas (Electronic Health Record, EHR)
RGPD Reglamento General de Proteccion de Datos (General Data Protection Regulation, GDPR)
HDAB Organismo de Acceso a Datos Sanitarios (Health Data Access Body)
NIS2 Directiva sobre Seguridad de Redes y Sistemas de Informacion (Network and Information Security Directive 2)
PDE Producto con elementos digitales (Product with Digital Elements)
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PHI Datos personales de salud y categorias especiales de datos personales (Personal Health Information & Sensitive Data)
PII Informacion de identificacidon personal (Personally Identifiable Information)

RACI Matriz de Asignacion de Responsabilidades (Responsibility Assignment Matrix)

SAE Eventos Adversos Graves (Serious Adverse Events)

SAR Reacciones Adversas Graves (Serious Adverse Reactions)

Sccs Clausulas Contractuales Tipo (Standard Contractual Clauses)

SoHO Reglamento sobre las Sustancias de Origen Humano (Substances of Human Origins Regulation)

Stranka 9/ 42



FuturelLife’

2. POLITICA DE PROTECCION DE DATOS PERSONALES

El Grupo FuturelLife realiza todos los esfuerzos necesarios para respetar la privacidad y garantizar la
seguridad de los datos personales que trata, conforme al Reglamento General de Proteccién de Datos
(RGPD), la Directiva NIS2, el Espacio Europeo de Datos de Salud (European Health Data Space, EHDS),
el Reglamento de la UE sobre Sustancias de Origen Humano (Substances of Human Origin, EU SoHO
Regulation), el Plan de Accién de la UE para la Ciberseguridad hasta 2025, la Ley de Inteligencia
Artificial de la UE (Artificial Intelligence Act, Al Act), el Reglamento de Ciberresiliencia (Cyber
Resilience Act, CRA) y la normativa nacional aplicable en materia de protecciéon de datos.

Esta Politica de Proteccion de Datos Personales contiene informacion importante sobre los datos
personales, los métodos de recopilacion, uso y proteccion de los mismos, por lo que debe ser revisada
cuidadosamente.

2.1. IDENTIFICACION DEL RESPONSABLE DEL TRATAMIENTO DE DATOS PERSONALES

Los datos personales se tratan, segln las circunstancias del caso, por el Grupo FutureLife y/o sus
respectivas filiales como responsables del tratamiento para los fines descritos en esta Politica de
Proteccion de Datos Personales.

2.2. FUTURELIFE COMO RESPONSABLE DEL TRATAMIENTO DE DATOS PERSONALES

Los datos personales son recopilados y tratados por el Grupo FutureLife como responsable del
tratamiento en el marco de sus actividades organizativas, por ejemplo, al suscribirse a boletines
informativos o al enviar una solicitud de informacion mediante formularios de contacto.
Los datos identificativos del Grupo FutureLife, como responsable del tratamiento, son los siguientes:

El Grupo FuturelLife se considera responsable del tratamiento de los datos personales tratados en el
marco de sus propias actividades operativas, incluyendo la prestacion de servicios sanitarios, el
mantenimiento de historiales médicos de pacientes y otras actividades empresariales autorizadas.
La filial que opere un centro médico o clinica y que determine los fines y medios del de los datos
personales para los fines anteriores sera considerada responsable de dichos datos personales. Una
lista completa de las filiales del Grupo FutureLife y sus clinicas sanitarias afiliadas esta disponible
previa solicitud.

La documentacion médica es tratada exclusivamente por la clinica correspondiente del Grupo
FutureLife que presta servicios sanitarios. El Grupo FutureLife no tiene, bajo ninguna circunstancia,
acceso a informacién sanitaria personal identificable.

Dependiendo de la naturaleza de las actividades especificas, el Grupo FutureLife, junto con sus filiales,
puede actuar como corresponsables del tratamiento de los datos personales de los usuarios, en
particular para fines de marketing, para el envio de comunicaciones comerciales, relacionadas con el
Grupo Futurelife, la realizacion de encuestas de mercado y de satisfaccion, y la ejecucién de otras
funciones operativas y organizativas a nivel del Grupo.
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2.3.  GESTION DE INCIDENTES DE SEGURIDAD EN EL GRUPO FUTURELIFE

Los incidentes relacionados con la proteccién de datos personales se gestionan conforme al Plan de
Respuesta a Incidentes de Ciberseguridad (FL-CS-OP2) del Grupo FuturelLife.

Este plan establece procedimientos para la identificacion, evaluacion, notificacion y resolucion
oportuna de incidentes de seguridad que puedan dar lugar a una violacién de la seguridad de la
seguridad de los datos personales.

El objetivo de estos procedimientos es minimizar el impacto sobre los interesados, garantizar la
adopcion de medidas correctivas adecuadas y cumplir con las obligaciones legales, incluida la
obligacion de notificacion a la autoridad de control competente y a los interesados afectados.
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3. ROLESY RESPONSABILIDADES

Esta seccion define los roles clave dentro del Grupo FutureLife y las responsabilidades en la proteccion
de datos personales.

Para una descripcion detallada de la asignacion de roles y responsabilidades en el cumplimiento de
esta Politica de Proteccion de Datos Personales, se incluye una matriz RACI en el Anexo B.

3.1.

DELEGADO DE PROTECCION DE DATOS (DATA PROTECTION OFFICER, DPO)

En materia de proteccion de datos personales, el DPO debe:

>

3.2.

Monitorizar el cumplimiento de los principios y requisitos del RGPD y demas normativa
aplicable en materia de proteccion de datos.

Actuar como punto de contacto con la autoridad de control competente.

Proporcionar directrices metodoldgicas y formacion en proteccion de datos personales.
Realizar auditorias internas y evaluaciones relacionadas con el tratamiento de datos
personales.

Asesorar en la realizacion de la Evaluacion de Impacto en la Proteccion de Datos (Data
Protection Impact Assessment, DPIA).

Revisar y actualizar el Registro de Actividades de Tratamiento.

Revisar y actualizar la documentacion relativa a las actividades de tratamiento, incluyendo
el mapa de procesos y los diagramas asociados.

Mantener y conservar los registros de las actividades de tratamiento de datos personales.

DIRECTOR DE TRANSFORMACION (CHIEF TRANSFORMATION OFFICER, CTO)

En materia de proteccion de datos personales, el CTO debe:

3.3.

Aprobar y supervisar la implementacion de la Politica de Proteccion de Datos Personales.
Liderar iniciativas estratégicas relacionadas con la proteccion de datos en toda la
organizacion.

Garantizar la alineacion de los procedimientos de proteccion de datos con los objetivos de
transformacién empresarial.

Fomentar la coordinacion interdisciplinaria en asuntos relacionados con la proteccion de la
privacidad.

Asegurar la implementacién y ejecucién de programas de formacion y concienciacion sobre
proteccion de datos personales.

Apoyar la aplicacion de medidas disciplinarias adecuadas en casos de incumplimiento.

JEFE DEL DEPARTAMENTO JURIDICO (HEAD OF LEGAL)

En materia de proteccion de datos personales, el Head of Legal asume el rol de Group Data Protection
Officer (DPO del Grupo) y debe:

>

vV V V V

Implementar y mantener medidas técnicas de seguridad para la proteccién de datos
personales.

Gestionarincidentes de ciberseguridad y violaciones de la seguridad de los datos personales.
Apoyar los procesos de retencion y supresion de datos.

Colaborar con el Local DPO para garantizar el cumplimiento normativo a nivel de sistema.
Realizar pruebas de seguridad, pruebas de penetracién y analisis de riesgos periddicos.
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3.4.

Proporcionar formacion en ciberseguridad y el manejo seguro de datos personales.
Colaborar con proveedores externos para garantizar la seguridad de los sistemas y los flujos
de datos.

Garantizar el cifrado, el control de acceso y otras medidas técnicas para proteger los datos
personales.

LocAL SECURITY OFFICER

En materia de proteccion de datos personales, el Local Security Officer debe:

\

vV V V V

3.5.

Garantizar el cumplimiento local de la Politica de Proteccién de Datos Personales y del RGPD.
Supervisar el manejo seguro de la documentacion médica y otras categorias especiales de
datos personales.

Formar al personal de la clinica en los procedimientos de proteccién de datos.

Reportar incidentes relacionados con datos personales a la unidad central de gestion.
Asumir también el rol de Local DPO, si asi lo establece la direccién.

Coordinar con el DPO y el IT Manager la gestion de riesgos a nivel de clinica.

GERENTE DE CIBERSEGURIDAD

En materia de proteccion de datos personales, el Gerente de Ciberseguridad debe:

>

3.6.

Disenar, implementar y mantener medidas de seguridad para la proteccion de datos
personales.

Monitorizar ciberamenazas y vulnerabilidades que puedan comprometer los datos
personales.

Coordinar la respuesta ante incidentes de seguridad y violaciones de seguridad de datos
personales en colaboracion con el Local DPO y el Head of Legal.

BUSINESS OWNER (BO)

En materia de proteccion de datos personales, el Business Owner (BO) debe:

>

Garantizar que las actividades de tratamiento de datos personales en su area cumplan con
la Politica de Proteccion de Datos Personales y la normativa aplicable (por ejemplo, RGPD).
Colaborar con el DPO en la identificacion y mitigacion de riesgos relacionados con la
proteccion de datos personales.

Asegurar que los proveedores y los sistemas utilizados en su area cumplan con los requisitos
de proteccion de datos y seguridad de la informacion.

Es responsable del uso legitimo de los datos personales en las aplicaciones y servicios bajo su gestion.

3.7.

FUNCIONAL OWNER (FO)

En materia de proteccion de datos personales, un Functional Owner (FO) debe:

>

Garantizar la conformidad operativa con los requisitos de proteccion de datos dentro de su
area funcional.

Liderar la realizacion de la Evaluacion de Impacto en la Proteccién de Datos (EIPD) en
colaboracién con el Business Owner y el Delegado de Proteccién de Datos (DPO).

Asegurar que los procedimientos de tratamiento de datos personales estén documentados
y cumplan con los estandares internos de proteccion de datos.

Stranka 13 / 42



FuturelLife’

> Apoyar la ejecucion de auditorias, revisiones y actualizaciones de sistemas y aplicaciones
que traten datos personales.

> Iniciar y supervisar la elaboracion de la EIPD para nuevas actividades de tratamiento o para
aquellas que hayan sufrido cambios significativos.

Coordina con el area de TI y el departamento juridico la implementacién de medidas técnicas y
organizativas para la proteccion de datos personales.

3.8. DEPARTAMENTO DE RECURSOS HUMANOS (HR DEPARTMENT)

En materia de proteccion de datos personales, el Departamento de Recursos Humanos debe:

Garantizar el tratamiento licito de los datos personales de los empleados.
Gestionar la proteccion de datos durante los procesos de seleccion, incorporacion y extincion
de la relacion laboral.

> Asegurar la confidencialidad y el almacenamiento seguro de los registros de personal.

3.9. TODOS LOS EMPLEADOS

En materia de proteccion de datos personales, todos los empleados deben:

Cumplir con la Politica y los procedimientos relativos a la proteccion de datos personales.
Participar en las formaciones obligatorias sobre proteccion de datos y ciberseguridad.
Informar sin demora cualquier sospecha de vulneracion o uso indebido de datos personales.
Tratar los datos personales de manera responsable y conforme a los principios de seguridad.

vV V V V

3.10. PROVEEDORES EXTERNOS Y TERCEROS

En materia de proteccion de datos personales, todos los proveedores externos y terceros deben:

Tratar los datos personales exclusivamente conforme a las instrucciones de FutureLife.
Cumplir con todas las obligaciones contractuales en materia de proteccién de datos.
Implementar y mantener medidas técnicas y organizativas adecuadas.

Suscribir y respetar acuerdos de confidencialidad y acuerdos de tratamiento de datos (DPA).
Colaborar en la realizacion de auditorias, controles y evaluaciones de conformidad.

vV V V V V
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4. GESTION DE DATOS PERSONALES

Algunos servicios pueden utilizarse sin necesidad de proporcionar datos personales. Sin embargo,
para acceder a funciones como el registro, la suscripcion a boletines o la comunicacion personalizada,
es indispensable facilitar datos personales.

Los datos personales pueden recopilarse:

> Directamente, por ejemplo, mediante formularios, llamadas o correos electrénicos.
> Indirectamente, a través de cookies y otras tecnologias de seguimiento.

Los campos obligatorios estan marcados con un asterisco (*); sin su cumplimentacion no es posible
prestar el servicio. La informacién detallada sobre las categorias de datos personales, los fines de su
tratamiento y los plazos de conservacion se encuentra disponible en el Anexo A: Categorias de datos
personales y fines del tratamiento.

4.1. SEGURIDAD

La seguridad y la confidencialidad de los datos personales en el Grupo Futurelife se garantizan
mediante un conjunto de medidas técnicas y organizativas recogidas en la Politica de Ciberseguridad
(FL-CS-P1). Estas medidas se han implementado para prevenir la pérdida, el uso indebido, el acceso
no autorizado o cualquier otro tratamiento ilicito de datos personales, en conformidad con el RGPD y
la normativa nacional aplicable en materia de proteccién de datos.

El titular de los datos también es responsable de proteger su informacion personal y debe actuar con
cautela al compartir contenido. El Grupo FutureLife no supervisa el contenido ni la informacion que el
titular decida compartir con terceros y no asume responsabilidad por las consecuencias derivadas de
dicho intercambio.

4.2. COOKIES

Gran parte de la informaciéon mencionada en esta Politica de Proteccién de Datos Personales se
recopila mediante cookies. Las cookies son pequenos archivos de texto que contienen una cantidad
limitada de informaciony se descargan en el dispositivo del usuario —por ejemplo, ordenador, teléfono
inteligente o tableta— al visitar un sitio web.

Las cookies se utilizan principalmente para recordar la configuracion de la cuenta, el idioma vy el pais
preferidos, asi como para analizar el comportamiento del usuario en el sitio web y mostrar publicidad
personalizada tanto en el propio sitio como en sitios de terceros.

Cuando la normativa lo exige, se solicitara el consentimiento del usuario para el uso de cookies. Para
mas informacion sobre como se emplean las cookies y como gestionarlas o desactivarlas, consulte
nuestra Politica de Cookies (Cookie Policy).

4.3. DERECHOS DE LOS USUARIOS EN MATERIA DE PROTECCION DE DATOS
PERSONALES

Los titulares de los datos cuyos datos personales se tratan pueden ejercer en cualquier momento sus
derechos conforme a la normativa aplicable, incluidos los derechos de acceso, rectificacion, limitacion
del tratamiento, supresion, oposiciéon y portabilidad de los datos personales.

La gestion y tramitacion de las solicitudes para el ejercicio de derechos corresponde a las siguientes
funciones:
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Delegado de Proteccion de Datos (DPO): Responsable de la administracidn y verificacion
de todas las solicitudes de ejercicio de derechos.

Responsable del Departamento Juridico: Garantiza el cumplimiento normativo y presta
apoyo en casos complejos.

Local Security Officer: Coordina la implementacion local de medidas de seguridad y la
elaboracién de informes relacionados con las solicitudes.

Departamento de Recursos Humanos: Atiende las solicitudes relativas a los datos
personales de los empleados.

Business Owner: Responsable de la correcta gestion de solicitudes vinculadas a los
sistemas bajo su control.

Functional Owner: Apoya la ejecucion técnica, incluida la restriccion de datos cuando sea
posible.

Tras recibir una solicitud valida:

El tratamiento de los datos personales afectados debe suspenderse de inmediato.

Los datos personales deben bloquearse durante el proceso de verificacion.

Si el sujeto de datos formula una objecion, los datos personales no podran seguir tratandose,
salvo que el responsable demuestre motivos legitimos imperiosos para continuar con el
tratamiento.

Las solicitudes deben enviarse por correo electrénico a dpo@futurelifegroup.com con el asunto
“Sujeto de proteccién de datos personales” e indicando claramente el derecho que se desea ejercer.

Los sujetos de datos también tienen derecho a presentar una reclamacion ante la autoridad de control
competente si consideran que sus datos personales se estan tratando en contravencion de la
normativa aplicable.

4.4. TIPOSY ACTIVIDADES DE TRATAMIENTO DE DATOS PERSONALES

En el siguiente listado se indican los principales tipos y actividades de tratamiento de datos personales
realizados en el Grupo FutureLife. Todas estas actividades se llevan a cabo en conformidad con el
RGPD y la normativa nacional aplicable en materia de proteccion de datos:

>

Gestion de datos de pacientes: recopilacion, almacenamiento y tratamiento de datos
personales y datos de salud con el fin de prestar servicios sanitarios, mantener historiales
médicos y cumplir con obligaciones legales.

Planificacion de citas: tratamiento de datos de contacto e identificacién para gestionar
reservas, programar visitas y garantizar la comunicacién con los pacientes.

Comunicacion y atencion al cliente: tratamiento de datos personales para responder
consultas, proporcionar asistencia y compartir informacion solicitada.

Comunicaciones comerciales y de marketing: tratamiento de datos de contacto para el
envio de boletines informativos (newsletters), material promocional y encuestas de
satisfaccion — siempre basandose en un consentimiento valido cuando sea legalmente
exigido.

Seguimiento de sitios web y cookies: recopilacion de datos mediante cookies y tecnologias
similares con el fin de analizar el uso del sitio web y personalizar el contenido.
Reclutamiento y gestion de recursos humanos: tratamiento de datos personales de
candidatos y empleados para procesos de seleccion, incorporacion, calculo de néminas,
evaluacion del desempeno y demas procedimientos de Recursos Humanos.
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4.5.

Cumplimiento de obligaciones legales y regulatorias: tratamiento de datos necesarios
para cumplir obligaciones legales, incluyendo archivo, auditorias y notificaciones obligatorias
a autoridades publicas.

Seguros y facturacion: intercambio de datos pertinentes con aseguradoras y entidades de
facturacién para gestionar siniestros y procesar pagos.

Operacion y seguridad informatica: utilizacién de datos personales en registros del
sistema, gestion de accesos, cifrado, monitorizacion y gestion de incidentes de seguridad.
Investigacion y analisis estadistico: uso de datos anonimizados o seudonimizados para
investigacion cientifica y fines estadisticos internos.

Gestion de derechos de los interesados: tratamiento de datos personales para atender
solicitudes de acceso, rectificacion, supresion y demas derechos derivados del RGPD.
Gestion de proveedores y prestadores de servicios: intercambio de datos personales con
socios externos y proveedores en virtud de compromisos contractuales y garantias.
Transferencias transfronterizas de datos: transmisién de datos personales a entidades
situadas fuera del Espacio Econémico Europeo (EEE), Unicamente con garantias adecuadas
y conforme a los mecanismos juridicos aplicables.

REGISTRO DE DATOS PERSONALES

El Registro de Datos Personales constituye el inventario central de todas las actividades de
tratamiento de datos personales realizadas dentro del Grupo FutureLife. Garantiza la transparencia, la
responsabilidad y el cumplimiento del RGPD. Este registro documenta la gestion legal, segura y ética
de los datos personales, incluidos aquellos que son sensibles o pertenecen a categorias especiales.

En el Registro de Datos Personales se incluyen todas las categorias de datos tratados por el Grupo
FuturelLife, entre otras:

vV V V V V V

Documentacion clinica del paciente y su pareja.

Datos personales genéticos, biométricos y de laboratorio.
Informacioén sobre salud reproductiva y tratamientos.
Datos administrativos, financieros y de seguros.
Informacion sobre empleados y proveedores.

Datos tratados a través de terceros (por ejemplo, laboratorios, almacenes o proveedores de
TI).

El Data Protection Officer (DPO) es responsable de la gestion, control y actualizacion del
Registro de Datos Personales.

Las partes implicadas deben informar al DPO sobre cualquier actividad de tratamiento nueva
o modificada.

El DPO garantiza que el Registro de Datos Personales sea exacto, completo y actualizado, y
que esté disponible para revision por la autoridad competente en materia de proteccion de
datos (Data Protection Authority, DPA) cuando se solicite.

Para cada actividad de tratamiento se registrara la siguiente informacion:
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> Datos del responsable: nombre, direccion y datos de contacto de la clinica.

> Proposito del tratamiento: prestacion de atencion clinica, diagnostico, investigacion (cuando
sea relevante), facturacién o actividades administrativas.

> Categorias de interesados: pacientes, parejas, donantes, nifios nacidos como resultado del
tratamiento, empleados y proveedores.

> Categorias de datos personales: datos identificativos, datos de contacto, historial clinico,
informacion sobre salud reproductiva, datos genéticos, resultados de pruebas de laboratorio,
datos de facturacion y seguros.

> Categorias especiales de datos personales: datos explicitamente designados, en particular
informacion sobre salud genética y reproductiva.

> Destinatarios de los datos personales: equipos internos, laboratorios, hospitales,
proveedores de almacenamiento, aseguradoras y autoridades reguladoras.

> Transferencias a terceros paises: informacion sobre posibles transferencias de datos
personales fuera del EEE, incluyendo descripcion de las garantias juridicas y de seguridad
implementadas (véase el apartado 4.8 Transferencias de datos).

> Plazos de conservacion: periodos definidos conforme a requisitos médicos, legales y
regulatorios (véase el apartado 4.9 Plazos de conservacion).

> Medidas de seguridad: medidas adoptadas (por ejemplo, cifrado, seudonimizacién o control
de acceso).

El Registro de Datos Personales esta vinculado al proceso de gestion de violaciones de seguridad de
datos personales. Para cada incidente registrado debe constar la actividad de tratamiento
correspondiente, a fin de garantizar responsabilidad, trazabilidad y transparencia conforme a los
requisitos del RGPD.

El Registro de Datos Personales se revisa al menos una vez al afo o siempre que se produzcan cambios
significativos en las actividades de tratamiento de datos personales. Las actualizaciones del registro
son obligatorias, especialmente en los siguientes casos:

> Seintroducen nuevos procedimientos médicos, tecnologias o métodos diagndsticos.
> Seincorporan nuevos encargados del tratamiento o proveedores de servicios externos.

> Se producen cambios en los requisitos legales o regulatorios relativos a la proteccién de datos
personales.

4.6. GESTION DEL CONSENTIMIENTO DEL PACIENTE

Dada la naturaleza altamente sensible de los datos tratados sobre salud reproductiva y datos
sanitarios, el Grupo FutureLife obtiene, registra y respeta los consentimientos de los pacientes:

> Recopilacion del consentimiento

o El consentimiento se obtiene en los casos previstos por la ley, especialmente para el
tratamiento de datos pertenecientes a categorias especiales de datos personales (por
ejemplo, datos sobre fertilidad, datos genéticos y médicos) y para cualquier uso
secundario de los datos.
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o Elconsentimiento se obtiene mediante un formulario de consentimiento del paciente
que explica claramente el propdsito del tratamiento, el alcance de los datos y los
derechos del paciente.

o Elconsentimiento es siempre voluntario, especifico, informado e inequivoco.

> Gestion del consentimiento

o Las preferencias y el estado del consentimiento se almacenan de forma segura.

o Solo el personal autorizado tiene acceso a la informacion sobre el consentimiento y la
posibilidad de actualizarla.

o Cuando el tratamiento o la participacidn en investigacion requiera un consentimiento
prolongado, se ofreceran regularmente oportunidades para confirmar o actualizar
dicho consentimiento.

> Revocacion del consentimiento

o El paciente puede revocar su consentimiento en cualquier momento, sin que ello
afecte a la licitud del tratamiento realizado antes de la revocacion.

o La revocacién del consentimiento no afecta la calidad ni el alcance de la atencion
prestada.

o Las solicitudes de revocacién o modificacion del consentimiento se gestionan sin
demora indebida.

> Registro y mantenimiento de evidencia

o Se mantiene un registro completo sobre cuando, como y para qué finalidad se otorgd
el consentimiento (por ejemplo, registros electronicos de auditoria o formularios
firmados).

o Estos registros se conservan de forma segura durante el periodo establecido por la
normativa aplicable.

o Encasoderevocacion del consentimiento, los registros se actualizan en consecuencia
y los datos correspondientes se bloquean o se interrumpe su tratamiento.

4.7. COMPARTICION DE DATOS PERSONALES

FutureLife ha implementado medidas de proteccién para los casos en que sea necesario compartir
datos personales con terceros o proveedores externos de servicios:

> Aseguradoras y entidades de seguros mutuos (incluidas terceras partes en casos de
seguro de responsabilidad civil):

o Los datos personales pueden compartirse para verificar la cobertura del seguro y
gestionar el pago de gastos sanitarios.
o Solo se comparten los datos estrictamente necesarios; no se facilitan datos médicos ni
datos sanitarios sensibles, salvo que lo exija la ley.
o Si la aseguradora se encuentra fuera del EEE en un pais sin un nivel equivalente de
proteccion de datos:
= Paralatramitacién de reclamaciones puede ser necesario transferir datos
personales.
= La transferencia solo se realiza con el consentimiento informado vy
explicito del paciente.
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= Se transfiere Unicamente la cantidad minima de datos necesaria.
= En caso de denegacion del consentimiento, la aseguradora puede
rechazar la cobertura, y el paciente asumiria los costes integros.

> Sociedades filiales del Grupo FutureLife:

o Pueden compartirse los datos personales minimos necesarios entre clinicas del Grupo
FutureLife para garantizar la continuidad y calidad de la atencion.

> Proveedores externos y prestadores de servicios:

o Losdatos personales pueden compartirse con socios que prestan servicios en areas como
atencion sanitaria, diagnostico, analisis de laboratorio, auditoria, seguridad, soporte de
TI, asesoria juridica y actividades administrativas.

o Los proveedores también pueden gestionar y mantener plataformas digitales o
aplicaciones utilizadas por el Grupo FuturelLife.

o Los datos se comparten Unicamente en la medida necesaria para la prestacién de los
servicios contratados.

> Representantes legales, asesores y autoridades reguladoras:

o Los datos personales pueden compartirse para ejercer derechos del Grupo FuturelLife,
resolver reclamaciones, colaborar con autoridades o recibir asesoramiento juridico.

o Los destinatarios pueden operar dentro o fuera del EEE; en caso de transferencia fuera
del EEE se aplican garantias adecuadas, especialmente mediante Standard Contractual
Clauses (SCCs).

o Todos los destinatarios de datos personales estan obligados a proteger su
confidencialidad, integridad y seguridad conforme al RGPD.

4.8. TRANSFERENCIAS DE DATOS PERSONALES

Segun el Reglamento General de Proteccion de Datos (RGPD), los datos relativos a la atencidn sanitaria
y a la salud reproductiva pueden fluir libremente dentro de la UE y el Espacio Econdomico Europeo
(EEE), siempre que se traten bajo garantias adecuadas. Cualquier uso secundario de los datos —por
ejemplo, con fines de investigacion o registros sanitarios— requiere el consentimiento expreso del
paciente y una proteccion sélida. El Espacio Europeo de Datos de Salud (EEDS), a partir de 2025,
reforzara los derechos transfronterizos de los pacientes y establecerda nuevas normas para el uso
secundario de datos sanitarios sensibles.

La transferencia de datos personales dentro de la UE/EEE no esta sujeta a restricciones adicionales
por motivos de proteccion de datos; por tanto, no se requieren las Standard Contractual Clauses (SCCs)
ni evaluaciones de adecuacién. No obstante, en cualquier transmision de datos es imprescindible
garantizar el pleno cumplimiento del RGPD y de las politicas internas de la organizacion:

> Minimizacion de datos: compartir Unicamente la informacion estrictamente necesaria para el
proposito definido.

> Limitacion de finalidad: Los datos personales solo pueden tratarse con fines sanitarios
claramente definidos y legitimos.
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> Integridad y confidencialidad: Los datos deben protegerse contra accesos no autorizados,
alteraciones, pérdidas o destrucciones.

> Transparencia: Los pacientes deben ser informados de manera clara cuando sus datos se
compartan fuera de la UE/EEE.

> Derechos del interesado: Debe garantizarse el ejercicio de todos los derechos, incluidos el
acceso, la rectificacion, la limitacion del tratamiento o la supresion.

> Seguridad: cifrado, control de accesos, registros de auditoria.

Cuando los datos se utilicen fuera del contexto de la atencidén directa, se aplican normas
significativamente mas estrictas. El uso secundario de datos reproductivos de pacientes (por ejemplo,
investigacion, mejora de la calidad, formacion, registros, desarrollo de productos, marketing) requiere:
> Consentimiento expreso: Los datos solo se trataran si el paciente ha otorgado su
consentimiento explicito.
> Garantias: Seudonimizacion o anonimizacion.
> Transparencia: Los pacientes deben conocer qué investigacidon se apoya en sus datos
personales y tener la posibilidad de revocar su consentimiento en cualquier momento.

La transferencia de datos sanitarios o relativos a la fertilidad fuera de la UE/EEE se realizara
Unicamente en conformidad con el RGPD. Si la Comisién Europea ha emitido una decisién de
adecuacion, los datos podran transferirse a dichos paises (por ejemplo, Suiza, Japdn). Para otros
destinos se aplican Standard Contractual Clauses (SCC) y se realizan evaluaciones de riesgos conforme
a los requisitos derivados de la sentencia Schrems II. En situaciones excepcionales y especificas
pueden aplicarse derogaciones, como el consentimiento expreso para una prueba de laboratorio
puntual en el extranjero.

4.9. PLAZOS DE CONSERVACION

Los datos personales se conservan durante el tiempo estrictamente necesario para cumplir la finalidad
para la que fueron recopilados, conforme al principio de limitacion del plazo establecido por el RGPD.
En algunos casos, los datos personales pueden tratarse incluso después de cumplida la finalidad
original, por ejemplo, si el interesado se convierte en cliente.

Los plazos de conservacion se establecen como sigue:

> Documentacion clinica: Se conserva durante el periodo previsto por la normativa aplicable,
normalmente 10 afos desde la finalizacion del tratamiento o el alta, conforme a la legislacidn
sanitaria.

> Datos genéticos: Segun la normativa vigente, deben conservarse durante al menos 30 afnos
desde la finalizacidn del tratamiento o el alta.

> Datos para fines legales y administrativos: Tras el periodo inicial, pueden conservarse hasta
3 anos, lo que corresponde al plazo legal de prescripcion, para garantizar la proteccion juridica
y el cumplimiento normativo.

> Datos para fines de investigacion: Pueden conservarse en forma anonimizada durante la
duracion del proyecto de investigacion, normalmente entre 5 y 10 anos, conforme a la
normativa aplicable. Los datos pueden compartirse con instituciones de investigacion
acreditadas para fines legitimos.
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> Datos relacionados con consultas, reclamaciones o solicitudes de ejercicio de derechos:
Se conservan durante el tiempo necesario para gestionar la solicitud, normalmente entre 1y
2 aios, y pueden conservarse mas tiempo si es necesario por motivos legales o regulatorios o
para proteger intereses legitimos del responsable en caso de litigios.

> Datos relacionados con relaciones contractuales: Se conservan durante la vigencia del
contrato y posteriormente durante 5 afos tras su finalizacion, para la gestion de posibles
reclamaciones o litigios.

> Datos de suscripcion a newsletters: Se conservan hasta la revocacion del consentimiento o
la cancelacion de la suscripcion.

4.10. ELIMINACION DE DATOS PERSONALES

La seguridad de los procedimientos de eliminacion de datos personales en el marco del tratamiento
se garantiza mediante medidas técnicas y organizativas adecuadas. El Grupo FutureLife implementa
métodos documentados, verificables y seguros para la eliminacion de datos personales, en
conformidad con el Reglamento General de Proteccion de Datos (RGPD) y el Reglamento sobre
Sustancias de Origen Humano (SoHO).

Los interesados tienen derecho a solicitar la supresion de sus datos personales sin demora indebida.
Esto incluye situaciones en las que los datos personales ya no son necesarios para su finalidad original,
se ha revocado el consentimiento o los datos se han tratado de formailicita.

El derecho de supresion en el ambito sanitario esta limitado por obligaciones legales de conservacion
y/o excepciones por motivos de salud publica o investigacion. Segun el RGPD, los datos relativos a la
atencion sanitaria y la fertilidad pertenecen a categorias especiales de datos (a veces denominados
“datos sensibles”). Por ello, su tratamiento requiere consentimiento expreso u otra base juridica, junto
con garantias adicionales. El Reglamento de la UE sobre Sustancias de Origen Humano exige
trazabilidad a largo plazo (cédigos unicos no identificativos, como el Codigo Europeo Unico) para
materiales reproductivos como gametos y embriones, normalmente hasta 30 anos. Por tanto, las
clinicas pueden no estar en condiciones de eliminar determinados registros sanitarios incluso a
peticion del interesado.

Stranka 22 /42



FuturelLife’

Todas las actividades relacionadas con la eliminacién de datos personales deben registrarse y ser
verificables.

> Datos digitales

o Eliminacion criptografica: destruccion de claves de cifrado para hacer los datos
ilegibles.

o Sobrescritura (data wiping): uso de herramientas certificadas para sobrescribir el
almacenamiento con patrones aleatorios.

o Herramientas certificadas de borrado: utilizacion de software aprobado en la UE
para la eliminacion segura de datos.

> Copias de seguridad y archivos

o Planes de retencion: garantizan la eliminacién automatica o sobrescritura de datos
respaldados una vez expirado el plazo de conservacion.

o Segregacion de funciones: solo personal autorizado puede eliminar datos sensibles.
o Registro inmutable: asegura la trazabilidad de las eliminaciones incluso en copias de
seguridad.
> Soporte fisico y papel: trituracién, desfibrado o incineracidn, o bien trituracién mecanica para
la destruccidn fisica del soporte.

Todos los procedimientos de eliminacion de datos personales deben documentarse. Esto incluye la
definicion de plazos de conservacion, desencadenantes de eliminacion y las excepciones. Se requieren
auditorias periddicas para verificar el cumplimiento del RGPD y de las obligaciones relacionadas con
las sustancias de origen humano. Todas las operaciones de eliminacion deben mantener trazabilidad
mediante registros de auditoria.

4.11. NOTIFICACION A LAS AUTORIDADES DE PROTECCION DE DATOS

En caso de violacion de la seguridad de los datos personales, la autoridad de control competente debe
ser informada sin demora indebida y, cuando sea posible, en un plazo maximo de 72 horas desde que
el responsable tenga conocimiento del incidente. Todas las entidades del Grupo FuturelLife deben
cumplir los procedimientos internos de notificacion de incidentes. La documentacion relativa a la
violacion de seguridad y al proceso de notificacion debe conservarse para fines de auditoria y
demostraciéon de cumplimiento.

El Data Protection Officer (DPO) es responsable de:

Coordinar todo el proceso de notificacion a la autoridad de control.
Mantener y actualizar el Registro de Datos Personales, asegurando que los registros de
actividades de tratamiento sean precisos, completos y actualizados.
> Preparar el informe sobre la violacion de seguridad, que debe incluir:
o Naturalezay alcance de la violacion.
o Categorias y numero de interesados y registros afectados.
o Datos de contacto para acciones posteriores y comunicacion adicional.
o Consecuencias probables de la violacion y medidas correctivas adoptadas o previstas.
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El Local Security Officer debe:

> Garantizar la escalada oportuna del incidente desde las entidades locales al DPO.
El Jefe del Departamento Juridico debe:

> Revisar las implicaciones legales de la violacién y apoyar la comunicaciéon con las
autoridades competentes.

4.12. GESTION DE RIESGOS DE TERCEROS

El Grupo FuturelLife garantiza que todos los proveedores de servicios y terceros que traten datos
personales en nombre de las sociedades del Grupo cumplan estrictos requisitos de proteccion de
datos y seguridad de la informacion, en conformidad con las politicas internas y la normativa de
FutureLife. El Grupo mantiene un Vendor Risk Register y se rige por el Supplier Cybersecurity Standard
(FL-CS-S2).

> Todas las terceras partes deben completar un cuestionario sobre proteccion de datos y
seguridad de la informacién.

> Se realiza una evaluacion de riesgos para valorar practicas de tratamiento de datos,
certificaciones (por ejemplo, ISO 27001) y cumplimiento normativo interno.

> Los Acuerdos de Tratamiento de Datos (DPA) deben firmarse antes de compartir cualquier
dato personal.

> Se realizan auditorias o evaluaciones anuales para proveedores de alto riesgo.

> Serevisa el historial de violaciones de seguridad, la capacidad de respuesta ante incidentes y
el uso de subcontratistas.

> Lasterceras partes deben informar al Grupo FutureLife sobre cualquier violacion de seguridad
de datos personales o cambios significativos en las actividades de tratamiento.

4.13. MAPAS Y ESQUEMAS PARA EL TRATAMIENTO DE DATOS PERSONALES

Para garantizar la claridad y el cumplimiento del Reglamento General de Proteccién de Datos (RGPD)
y la normativa relacionada, es necesario crear y mantener diagramas visuales y flujos de actividades
de tratamiento de datos personales. Estos diagramas deben mostrar:

El flujo de datos personales a través de sistemas y departamentos.

Los puntos de recopilacion, almacenamiento y transmision de datos personales.

Las interfaces con encargados externos del tratamiento (terceros).

La ubicacion de los repositorios de datos personales (incluidos servicios en la nube y
transferencias transfronterizas).

vV V V V

Estos mapas de datos deben utilizarse para los siguientes fines:

> Identificacion de riesgos y deficiencias en la proteccion de datos personales.

> Apoyo en la realizacién de evaluaciones de impacto en la proteccion de datos (Data
Protection Impact Assessment, DPIA).

> Facilitacion de auditorias internas y programas de formacion.
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Todos los diagramas deben ser revisados por el Data Protection Officer (DPO) al menos cada dos afios
o cuando se produzcan cambios significativos en las actividades de tratamiento.

4.14. EVALUACION DE IMPACTO EN LA PROTECCION DE DATOS (EIPD)

La Evaluacién de Impacto en la Proteccion de Datos (Data Protection Impact Assessment, DPIA) debe
realizarse antes de iniciar cualquier actividad de tratamiento que probablemente implique un alto
riesgo para los derechos y libertades de las personas fisicas. Esto incluye, entre otros:

> Tratamiento a gran escala de categorias especiales de datos personales.
> Monitorizacién sistematica de espacios accesibles al publico.
> Uso de nuevas tecnologias o técnicas de perfilado.

Cada evaluacién de impacto debe incluir:

> Descripcion del tratamiento y su finalidad.

> Evaluacion de la necesidad y proporcionalidad del tratamiento en relacion con los fines.

> Identificacion de riesgos para los derechos y libertades de los interesados.

> Medidas para mitigar los riesgos identificados.

El DPO debe documentar y conservar las Evaluaciones de Impacto en la Proteccidén de Datos. En los
casos en que lo exija el RGPD, es necesario iniciar una consulta con la autoridad de control antes de
comenzar el tratamiento.

4.15. FORMACION Y CONCIENCIACION DE EMPLEADOS

Todo el personal con acceso a datos personales, incluidos datos de salud y de salud reproductiva y
fertilidad, recibe formacion anual obligatoria sobre el RGPD, el Espacio Europeo de Datos de Salud
(EEDS) y ciberseguridad, con médulos dedicados para técnicos de laboratorio (manejo seguro de datos
de donantes y embrionarios), clinicos (principios de gestion de la confidencialidad y el consentimiento)
y personal informatico (seguridad de sistemas de informacion y controles de acceso). Para fomentar
la concienciacion, las clinicas realizan simulaciones de phishing y campanas de higiene cibernética, y
se supervisa el progreso y la finalizacion de la formacion para garantizar el cumplimiento y la
privacidad continuos (incluyendo categorias especiales de datos personales relacionados con la
fertilidad y los donantes).

4.16. REVISION Y GESTION DE LA POLITICA DE PROTECCION DE DATOS PERSONALES

La Politica de Proteccion de Datos Personales del Grupo FutureLife debe revisarse al menos una vez al
ano o inmediatamente tras cualquier cambio significativo en los requisitos regulatorios. El proceso de
revision lo coordina el DPO en colaboracion con el Head of Legal, el Cybersecurity Manager y el Chief
Transformation Officer.

La direccion de las clinicas y los asesores legales locales son responsables de verificar la aplicabilidad
de la politica a nivel de filiales y garantizar el cumplimiento de la normativa local. Todas las
actualizaciones deben documentarse en la tabla de control de versiones y comunicarse a las partes
interesadas. El resumen de cambios debe incluirse en el aviso de actualizacién de la Politica.

4.17. DISPONIBILIDAD DE LA POLITICA

El Grupo FutureLife se compromete a garantizar que esta Politica de Proteccion de Datos Personales
sea accesible para todas las personas fisicas. Las solicitudes para obtenerla en formatos alternativos
pueden dirigirse al DPO.

Medidas de accesibilidad:
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> La Politica esta disponible en todas las ubicaciones donde opera el Grupo FutureLife.

> Los formatos accesibles (por ejemplo, letra grande, archivos PDF compatibles con lectores de
pantalla) estan disponibles previa solicitud.

> Lasclinicas exhiben copias impresas en las recepciones y proporcionan acceso digital a través
de sitios web y/o portales para pacientes.

> El personal esta capacitado para ayudar a los pacientes a comprender la Politica y ejercer sus
derechos.

4.18. ACTUALIZACION DE LA PoLiTICA DE PROTECCION DE DATOS PERSONALES

El Grupo FuturelLife se reserva el derecho de modificar, actualizar o sustituir esta Politica de Proteccion
de Datos Personales en cualquier momento y a su discrecion. La continuacién del uso de los servicios
tras cualquier modificacion se considerara como aceptacion de la version actualizada de esta Politica.

Se recomienda a los interesados (usuarios) revisar peridodicamente esta Politica para mantenerse
informados sobre posibles cambios. Si el interesado no esta de acuerdo con este documento, en todo
o en parte, o con cualquier modificacion posterior, debera dejar de utilizar los servicios de inmediato.

4.19. ANEXO DE PRIVACIDAD DE DATOS (DPA)

El Data Privacy Annex (DPA) es una parte obligatoria del marco de proteccion de datos del Grupo
FutureLife. Actia como documento formal que define los requisitos especificos de privacidad y
proteccion de datos aplicables a cada aplicacidn, sistema o servicio que trata datos personales,
garantizando transparencia, responsabilidad y coherencia en la gestién de datos personales dentro
del Grupo FuturelLife.

El objetivo del DPA es asegurar que todas las actividades de tratamiento estén claramente definidas y
se realicen en conformidad con la normativa aplicable en materia de proteccién de datos (como el
RGPD) y con los estandares internos del Grupo FutureLife. EL DPA debe incluir detalles sobre:

Categorias de datos personales tratados.

Base juridica para el tratamiento.

Plazo de conservacion de los datos personales.

Medidas de seguridad implementadas.

Roles y responsabilidades de las partes implicadas.

Cualquier transferencia de datos personales fuera de la UE/EEE, si es relevante para la
actividad de tratamiento.

vV V. V V V V

4.20. VIOLACION DE SEGURIDAD DE DATOS — NOTIFICACION A PERSONAS FisSICAS

Ademas de la notificacién a las autoridades de control, el Grupo FutureLife se compromete a informar
sin demora indebida a las personas afectadas (interesados) en caso de violacién de la seguridad de
datos personales, cuando sea probable que dicha violacion implique un alto riesgo para sus derechos
y libertades.

> Laviolacion de seguridad afecta a categorias especiales de datos personales, especialmente
datos de salud, fertilidad o datos genéticos.

> La violacion puede dar lugar a robo de identidad, discriminacion, dafio reputacional u otras
consecuencias graves para el interesado.
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> Las personas afectadas seran informadas sin demora indebida y, cuando sea posible, en un
plazo maximo de 72 horas desde la confirmacion de la violacion, mediante correo electronico,
teléfono o portal seguro para pacientes.

> La notificacidn incluird una descripcién de la naturaleza de la violacion, las consecuencias
probables, las medidas adoptadas o previstas para mitigar sus efectos y los datos de contacto
para obtener mas informacion.

> Cuando no sea posible la comunicacion directa con los interesados, se publicaran avisos en el
sitio web de la clinica o a través de otros canales adecuados.

4.21. USO DE INTELIGENCIA ARTIFICIAL Y TOMA DE DECISIONES AUTOMATIZADA

El Grupo FutureLife puede utilizar herramientas de Inteligencia Artificial (IA) y procesos de toma de
decisiones automatizadas para apoyar los procesos clinicos y operativos. Estas herramientas se
emplean para mejorar la precision, eficiencia y calidad de la atencion prestada. No se adoptan
decisiones con impacto legal o médico significativo exclusivamente mediante tratamiento
automatizado: todas dichas decisiones estan sujetas a supervision humana y revision clinica.

Cada sistema que utilice datos personales e incorpore modelos de IA debe cumplir con:

> Desarrollo interno o externo de IA:
o FL-CS-OP09 New System Security Requirements.
o FL-CS-S7 AI Security Standard.
o Evaluacion especifica del impacto en el negocio (Business Impact Assessment, BIA).

> Sistemas adquiridos e implementados interna o externamente:
o FL-CS-OP-03 Secure System Development Lifecycle.
Ejemplos de herramientas y procesos automatizados:

Clasificacion y seleccidén de embriones.

Algoritmos de emparejamiento de donantes y receptores.
Analisis genético de riesgos.

Modelos predictivos de resultados de tratamiento.

vV V V V V

Clasificacion automatizada y planificacion de citas.
Derechos de los pacientes:

Ser informados sobre el uso de IA en su atencion.
Expresar su opinion sobre dicho tratamiento.

vV V V

Solicitar la intervencion humana en la decision.
> Impugnar decisiones adoptadas exclusivamente mediante tratamiento automatizado.

Cuando sea relevante, se realizara una EIPD para evaluar los riesgos asociados al tratamiento de datos
personales y garantizar el cumplimiento del RGPD, especialmente del articulo 22 y disposiciones
relacionadas.
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4.22. PROTECCION DE DATOS DE DONANTES Y NINOS CONCEBIDOS MEDIANTE
DONACION

El Grupo FutureLife cumple con el marco regulatorio de la UE sobre Sustancias de Origen Humano
(Substances of Human Origin, SoHO) para garantizar los mas altos estandares de seguridad,
trazabilidad y proteccién de datos personales en el tratamiento de informacion relativa a donantes y
ninos concebidos mediante donacidn. Estas normas estan disefiadas para asegurar la trazabilidad a
largo plazo y la proteccién de la salud publica, preservando al mismo tiempo la anonimidad de los
donantes, la confidencialidad de los pacientes y la privacidad de los nifos concebidos mediante
donacion.

Todo material procedente de donantes se identifica con un cédigo Unico no identificativo (por ejemplo,
el Codigo Europeo Unico — Single European Code), que permite la trazabilidad completa desde la
donacién hasta el uso clinico, manteniendo la anonimidad tanto del donante como del paciente.
Cualquier dato directamente identificativo se conserva de forma separada y segura, con acceso
restringido Unicamente a personal autorizado y solo para fines permitidos por la normativa. La
separacion entre codigo e identidad garantiza el cumplimiento regulatorio, facilita el seguimiento de
calidad y seguridad y protege la confidencialidad de donantes y receptores.

Se mantienen procedimientos formales para la identificacion, documentacion y notificacién de Serious
Adverse Events (SAE) y Serious Adverse Reactions (SAR), en conformidad con la normativa de la UE y
los requisitos regulatorios nacionales. Todos los incidentes se registran, investigan y, cuando lo exige
la ley, se notifican a las autoridades competentes dentro de los plazos establecidos. Los pacientes y
donantes son informados sin demora cuando el evento o reaccion sea relevante para su atencion,
seguridad o tratamiento en curso.

Segln el RGPD, los pacientes y donantes tienen derecho a limitar el tratamiento de sus datos
personales y reproductivos. Dado que los datos sobre fertilidad y reproduccion constituyen categorias
especiales de datos personales, las personas fisicas (interesados) gozan de derechos ampliados,
especialmente en lo relativo al consentimiento expreso para su tratamiento y la posibilidad de
revocarlo en cualquier momento.

Medidas técnicas y organizativas implementadas por la clinica para garantizar la limitacion del
tratamiento y el acceso incluyen:

> Control de acceso basado en roles (Role-Based Access Control - RBAC): Garantiza que solo
las personas autorizadas puedan consultar los registros sensibles.

> Separacion de registros entre donantes y receptores: Evita la vinculacién no deseada o no
autorizada de datos.

> Registro completo de accesos: Permite monitorizar y auditar todos los accesos a datos de
reproduccion.

Stranka 28 / 42



FuturelLife’

En algunos Estados miembros de la UE, la normativa nacional otorga a los nifios concebidos mediante
donacion el derecho a acceder a datos identificativos del donante al alcanzar la mayoria de edad. En
tales casos, cuando sea legalmente posible, el Grupo FutureLife cumple con las obligaciones legales,
manteniendo los mas altos estandares de seguridad y minimizacion de datos personales.

La minimizacion del riesgo genético constituye una obligacién esencial conforme al Reglamento de la
UE sobre Sustancias de Origen Humano (que establece requisitos de calidad y seguridad), al RGPD
(que regula el tratamiento de datos genéticos) y a la normativa nacional en materia sanitaria. El
objetivo es reducir la probabilidad de transmisidn de enfermedades hereditarias o anomalias genéticas
desde gametos donados (espermatozoides/dvulos) o embriones al receptor y a sus futuros hijos.

Elementos clave para la minimizacién del riesgo genético:
> Salud e antecedentes familiares

o Los donantes rellenan cuestionarios detallados sobre su historial de salud familiar
(normalmente de 2-3 generaciones).

o En particular, se monitorizan enfermedades del sistema cardiovascular, sindromes
tumorales, enfermedades neuroldgicas, trastornos metabdlicos y defectos congénitos
del desarrollo.

> Examen fisico

o Examen clinico para descartar factores de riesgo evidentes (por ejemplo, anomalias
del desarrollo).

> Pruebas de laboratorio

o Elcribado estandar para enfermedades infecciosas (VIH, VHB, VHC, sifilis, CMV).
o Cribado de portadores de enfermedades genéticas (por ejemplo, fibrosis quistica,
talasemia, enfermedad de Tay-Sachs, SMA).

o Analisis cromosomico (cariotipado), si es necesario.
> Asesoramiento genético

o Si se identifican factores de riesgo, se ofrece a los donantes vy, si procede, a futuros
padres, asesoramiento genético profesional.

o El asesoramiento ayuda a evaluar los riesgos residuales e informa la elegibilidad de
los donantes a la hora de tomar decisiones.

> Criterios de exclusion de donantes

o Los donantes con enfermedades hereditarias conocidas o con alto riesgo de portar
enfermedades genéticas graves quedan excluidos del programa de donacion.

o En algunas jurisdicciones, la ley puede permitir excepciones basadas en el
consentimiento informado explicito del destinatario, pero estos casos son
excepcionales.

> Historia clinica y familiar:

o Los donantes completan cuestionarios detallados sobre antecedentes familiares
(normalmente de 2-3 generaciones).

Stranka 29 / 42



FuturelLife”

o Se evalian enfermedades cardiovasculares, sindromes tumorales, trastornos
neurologicos, enfermedades metabdlicas y malformaciones congénitas.

> Examen fisico:

o Evaluacion clinica para descartar factores de riesgo evidentes (p. ej., anomalias del
desarrollo).
> Pruebas de laboratorio:

o Cribado estandar de enfermedades infecciosas (VIH, VHB, VHC, sifilis, CMV).
o Cribado de portadores de enfermedades genéticas (p. ej., fibrosis quistica, talasemia,
enfermedad de Tay-Sachs, SMA).
o Analisis cromosdmico (cariotipo), cuando se requiera.
> Asesoramiento genético:

o Siseidentifican factores de riesgo, se ofrece asesoramiento especializado a donantes
Yy, en su caso, a futuros padres.
o Elasesoramiento ayuda a evaluar los riesgos residuales y a tomar decisiones sobre la
idoneidad del donante.
> Criterios de exclusion del donante:

o Donantes con enfermedades hereditarias conocidas o alto riesgo de ser portadores de
patologias genéticas graves son excluidos del programa.

o En algunas jurisdicciones, la normativa puede permitir excepciones basadas en el
consentimiento informado del receptor, aunque estos casos son excepcionales.

4.23. DATOS DE MENORES Y CONSENTIMIENTO PARENTAL

Los servicios y actividades comerciales del Grupo FutureLife no estan dirigidos a menores y no se
recopilan ni tratan intencionadamente datos personales de menores. Los servicios del Grupo
FutureLife estan destinados exclusivamente a personas mayores de edad.

En los casos en que determinados servicios se dirijan expresamente a menores, sera obligatorio
obtener el consentimiento de los padres o tutores legales para la recopilacién y tratamiento de sus
datos personales, conforme a la normativa aplicable. Si el interesado es menor, debe obtenerse el
consentimiento previo antes de proporcionar cualquier dato personal a una empresa del Grupo
FuturelLife.

Las clinicas deben verificar la edad del interesado mediante documentos oficiales antes de iniciar
cualquier recopilacion de datos personales o prestacion de tratamiento.

Todos los formularios de consentimiento deben estar debidamente firmados, fechados y almacenados
de forma segura. Los registros electronicos de auditoria sobre la concesion y revocaciéon del
consentimiento se mantienen durante el periodo exigido por la normativa y las politicas internas.

En determinados casos excepcionales, es posible y necesario tratar a menores. Estos casos suelen
incluir la preservacion de la fertilidad en nifilos con enfermedades graves, como patologias oncologicas.
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A) Criopreservacion del tejido ovarico

La criopreservacion de tejido ovarico es el método principal para preservar la fertilidad en nifas
prepuberales. Este procedimiento consiste en la extraccidn quirurgica de tejido ovarico que contiene
ovocitos inmaduros, los cuales se congelan para su uso posterior. Mas adelante, si la paciente desea
tener hijos, el tejido conservado puede ser reimplantado en su cuerpo; los ovocitos inmaduros también
pueden madurarse en condiciones de laboratorio y utilizarse posteriormente, especialmente en
procedimientos de reproduccion asistida.

B) Estimulacion de los ovarios y obtencion de 6vulos maduros

En adolescentes que ya han pasado la pubertad y han desarrollado ovocitos maduros, es posible
realizar una estimulacion ovarica controlada y la posterior extraccion de ovocitos maduros. Los ovarios
se estimulan mediante tratamiento hormonal y los ovocitos obtenidos se almacenan mediante
criopreservacion.

> Necesidad médica: Los procedimientos se realizan generalmente cuando el estado de salud
del menor o su tratamiento puede conducir a infertilidad.

> Consentimiento: Se requiere siempre el consentimiento tanto del paciente (si tiene suficiente
madurez para comprender la naturaleza del procedimiento) como de sus padres/tutores
legales; el consentimiento debe ser informado y conforme a la normativa aplicable.

> Investigacion: Se lleva a cabo investigacion continua para encontrar nuevas opciones de
preservacion de la fertilidad en nifos que alin no han alcanzado la pubertad.

Los padres o tutores legales pueden revocar su consentimiento en cualquier momento. Tras la
revocacion, el tratamiento de los datos personales del menor se limitara o finalizara, salvo que la
normativa aplicable exija continuar con el tratamiento.

El Grupo FutureLife debe garantizar el cumplimiento de la normativa nacional en cada pais donde
opera, especialmente en lo relativo a la edad minima para recibir tratamiento médico y la elegibilidad
para tratamientos de fertilidad.
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5. CUMPLIMIENTO CON OTRAS NORMATIVAS
5.1. REGLAMENTO DE CIBERRESILIENCIA (CRA)

El Reglamento de Ciberresiliencia (Cyber Resilience Act, CRA), que entrd en vigor en 2024 y cuyas
obligaciones principales seran plenamente aplicables a partir de diciembre de 2027, establece
requisitos de ciberseguridad para los Productos con Elementos Digitales (Products with Digital
Elements, PDE), incluyendo hardware y software comercializados en la Union Europea. Los
fabricantes, importadores y distribuidores de estos productos tendran obligaciones en materia de
ciberseguridad, incluyendo la realizacién de evaluaciones de riesgos y la documentaciéon de los
esfuerzos de cumplimiento.

El Grupo FutureLife debe prepararse para cumplir con los requisitos del CRA mediante:

> Identificacion de todos los productos con elementos digitales (PDE), como sistemas de
Historias Clinicas Electronicas (Electronic Health Records, EHR) y herramientas basadas en
inteligencia artificial.

> Garantizar el principio de security by design (seguridad desde el disefo).

> Implementacién de procedimientos formalizados para la gestion de vulnerabilidades
(vulnerability handling).

> Coordinacioén del proceso de certificacion CRA a través del Gerente de Ciberseguridad.

5.2. EspAcio EUROPEO DE DATOS DE SALUD (EEDS)

El Grupo FutureLife debe comprometerse a implementar el Espacio Europeo de Datos de Salud
(European Health Data Space, EHDS), un marco regulatorio que entrard en vigor en 2025 y cuyo
objetivo es facilitar el acceso seguro y eficiente, el intercambio y el uso de datos sanitarios, incluyendo
datos sobre salud reproductiva, en todos los Estados miembros de la UE.

FuturelLife garantizara el cumplimiento de las normas del EEDS relativas al tratamiento de datos
personales de salud para la atencion directa al paciente, aplicando los siguientes principios:

> Interoperabilidad: Los sistemas deben actualizarse para soportar los estandares técnicos del
EEDS en formatos de datos, protocolos de comunicacién/intercambio y coherencia semantica.

> Derechos de acceso: Los pacientes deben poder acceder a sus datos sanitarios de forma
segura y facil, incluso a través de fronteras, incluyendo registros relacionados con
reproduccion y fertilidad.

> Portabilidad de datos: Deben desarrollarse mecanismos que permitan a los pacientes
transferir sus datos sanitarios entre clinicas FutureLife y otros proveedores autorizados dentro
de la UE, conforme al derecho de portabilidad previsto en el RGPD.

FutureLife apoya el uso secundario ético y legal de datos sanitarios para investigacion, innovacion y
salud publica en el marco del EEDS, bajo las siguientes condiciones:

> Consentimiento expreso: El uso secundario de datos sobre fertilidad y datos genéticos
requiere consentimiento informado, documentado y explicito del interesado, salvo que exista
otra base legal conforme al RGPD y al EEDS.
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> Minimizacion y seudonimizacion: Solo se utiliza el minimo de datos necesario y los
identificadores se eliminan o seudonimizan para garantizar la proteccion de datos personales.

> Transparencia: Los pacientes deben ser informados claramente sobre la naturaleza, finalidad
y destinatarios del uso secundario de sus datos, y deben poder revocar su consentimiento en
cualquier momento. Se ofreceran mecanismos claros y reversibles de opt-out, cuando lo
permita la normativa aplicable.

El Grupo FutureLife esta implementando activamente el Formato Europeo de Intercambio de Historias
Electrénicas de Salud (EEHRXF). La EEHRXF es la base técnica del EEDS, que garantiza el uso principal
de los datos de salud para la atencion directa al paciente y garantiza la interoperabilidad entre los
Estados miembros. Es un estandar que permite el intercambio de datos transfronterizo controlado por
pacientes dentro del EEDS. Cubre la estructuracion e intercambio de categorias clave de datos
electrénicos de salud, como resimenes de pacientes, recetas electrdnicas, resultados de laboratorio,
imagenes e informes médicos, informes de altas hospitalarias y datos de enfermedades raras.

FutureLife permitira a los pacientes recibir y transferir sus datos sanitarios personales en un formato
estructurado, de uso comun vy legible por maquina, conforme al derecho de portabilidad del RGPD.

Mecanismos de portabilidad:

> Los pacientes podran solicitar sus datos mediante portales seguros o mediante solicitud
escrita al DPO.

> Los datos se proporcionaran en formatos compatibles con el EEDS, como HL7 FHIR, CDA o
EEHRXF XML.

> Las transferencias a otros proveedores se realizaran mediante interfaces API seguras o
protocolos cifrados para la transmision de archivos.

FutureLife reconoce que cada Estado miembro debe establecer un centro nacional del EEDS para
coordinar el intercambio de datos sanitarios. FutureLife se compromete a:

> Colaborar con los centros nacionales del EEDS en los paises donde opera.
> Registrar conjuntos de datos elegibles en los centros nacionales para uso secundario, cuando
se requiera consentimiento del paciente y aprobacion regulatoria.

> Participar en programas piloto y procesos de onboarding técnico dirigidos por autoridades
nacionales para probar y validar sistemas compatibles con el EEDS.

> Los datos sanitarios transfronterizos solo podran reutilizarse con fines de investigacion en
entornos seguros aprobados por el organismo de acceso a los datos sanitarios (Health Data
Access Body, HDAB) nacional.

> Las instituciones sanitarias deben catalogar los conjuntos de datos e indicar al HDAB todos los
derechos de propiedad intelectual y secretos comerciales aplicables.
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> El uso secundario de datos personales para marketing o cualquier perfilado discriminatorio
esta estrictamente prohibido.

El objetivo del Espacio Europeo de Datos de Salud es permitir el intercambio transfronterizo y el uso
secundario de datos sanitarios para fines de investigacion, lo que implica la participacién de un mayor
nimero de entidades y un volumen mas amplio de datos, aumentando asi los puntos de entrada
potenciales para actores malintencionados. Dada la sensibilidad de los datos sobre salud
reproductiva, la implementacién segura del EEDS dentro del Grupo FutureLife requiere un marco de
ciberseguridad adaptativo y robusto.

Ademas del cumplimiento de los documentos internos, se aplicaran las siguientes medidas
organizativas:

> Prevencion de violaciones de seguridad de datos personales: Alinear los procedimientos
con el Plan de Respuesta a Incidentes de Ciberseguridad (FL-CS-OP2) y garantizar la
deteccion, notificacion y mitigacion oportunas de incidentes que afecten a la seguridad de los
datos relacionados con el EEDS.

> Implementacion de sistemas HCE certificados: Antes de su uso en intercambios
transfronterizos, asegurar que todos los sistemas de Historias Clinicas Electronicas
(Electronic Health Records, EHR) utilizados en las clinicas estén certificados conforme al
EEDS en términos de interoperabilidad, seguridad y proteccién de la privacidad.

> Intercambio seguro de datos: Utilizar canales de comunicacion cifrados y API seguras para
compartir datos con los centros nacionales del EEDS y la infraestructura HealthData@EU
(nodo central que agrupa conjuntos de datos sanitarios de toda Europa).

> Colaboracion con centros nacionales del EEDS: Cooperar activamente con las autoridades
nacionales de acceso a datos sanitarios (Health Data Access Body, HDAB) para garantizar
una integracion segura y el cumplimiento de los requisitos legales.

> Seestablecera lafuncidon de Coordinador del EEDS (dentro del equipo del DPO) para supervisar
la implementacidn, colaborar con los centros nacionales del EEDS y garantizar la preparacion
para el cumplimiento progresivo de los requisitos.

> El Head of Legal supervisara periédicamente la evolucién normativa y garantizara el
cumplimiento de las disposiciones del RGPD, SoHO y EEDS.

> Todas las actividades de tratamiento relacionadas con el EEDS se documentaran en el Registro
de Datos Personales y estaran sujetas a auditoria.
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Politica de Proteccion de Datos Personales

ANEXO A — CATEGORIAS DE DATOS PERSONALES Y FINES DEL TRATAMIENTO

A continuacidn se indican las categorias de datos personales recopilados, los fines para los que se utilizan y el periodo durante el cual se conservan.

Tabla 1: Categorias de datos personales y fines del tratamiento

PROPOSITO DEL TRATAMIENTO DE . RESPONSABLE /
CATEGORIAS DE DATOS PERSONALES BASE LEGAL PARA EL TRATAMIENTO
DATOS PERSONALES RESPONSABLES CONJUNTOS
1. Gestion de solicitudes de informacion, reclamaciones o sugerencias
Las solicitudes se tratan para Datos de contacto: nombre, direccion de correo Consentimiento del interesado (art. 6.1.a Grupo Futurelife, junto
responder a consultas, resolver  electrénico, nimero de teléfono. RGPD). Interés legitimo del responsable enel = con la clinica
preocupaciones y atender las Datos de contenido: informacidn incluida en la solicitud control de calidad, resolucién de disputas y correspondiente del grupo
peticiones recibidas. 0 comunicacion. mejora de los servicios (art. 6.1.f RGPD). ala que se dirige la
solicitud.
(2. Prestacion deservicios sanitarios
Los datos personales se tratan Datos de contacto: nombre, correo electrénico, nimero Ejecucion de un contrato con el interesado Clinica FuturelLife
para garantizar la correcta de teléfono, direccion postal. (art. 6.1.b RGPD). Cumplimiento de correspondiente que
prestacién de servicios Datos identificativos: nimero de documento de obligaciones legales del responsable (art. presta los servicios
sanitarios, incluyendo la gestion  jdentidad, nimero de pasaporte, sexo/género, fechade  6.1.c RGPD). sanitarios y actlia como
de historiales clinicos y el nacimiento. responsable del

tratamiento de datos y Datos de imagen: fotografias, escaneos u otros tratamiento (0
documentos generados en documentos graficos responsable conjunto

relacion con la atencién médica. o . junto con el Grupo
Datos sanitarios y datos sobre salud reproductiva . ,
FuturelLife, cuando asi se

(categorias especiales de datos personales): historial .
Lo - . s determine).

clinico, informes médicos, resultados diagnosticos,

informacion sobre tratamientos, muestras biologicas,

pruebas de laboratorio, datos relacionados con la

fertilidad, y otra informacion sanitaria relevante.
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Politica de Proteccion de Datos Personales

PROPOSITO DEL TRATAMIENTO DE
DATOS PERSONALES

CATEGORIAS DE DATOS PERSONALES

RESPONSABLE /

BASE LEGAL PARA EL TRATAMIENTO
RESPONSABLES CONJUNTOS

Los datos personales se tratan
con el fin de conservar los
registros médicos de los
pacientes y garantizar una
gestion administrativa y
organizativa adecuada de los
centros de salud.

- Datos de contacto: nombre, direccién de correo
electrdnico, nimero de teléfono, direccion postal, etc.
— Datos de salud: historial médico, diagnosticos,
tratamientos, alergias, medicamentos, signos vitales y
otra informacidn sanitaria relevante del paciente y su
pareja.

— Datos de identificacidén: nimero de identificacidn
personal, nimero de paciente, nimero de pasaporte,
sexo/género, fecha de nacimiento.

- Datos administrativos: detalles de citas, datos de
facturacion, datos de seguros, formularios de
consentimiento y registros de comunicacion.

Ejecucion de un contrato con el interesado
(articulo 6(1)(b) RGPD).

Clinicas del Grupo
FuturelLife.

Cumplimiento de las obligaciones legales del
responsable (articulo 6(1)(c) del RGPD).

Para categorias especiales de datos
personales, el tratamiento se basa en la
prestacion de servicios sanitarios conforme a
la legislacién de la UE o de los Estados
miembros (articulo 9(2)(h) del RGPD).

Los datos personales se tratan
con el fin de crear perfiles de
donantes y gestionar la relacion
contractual entre el donante y
la clinica. Esto incluye la
prestacion de la atencion
sanitaria necesaria y el pago de
una compensacion acordada.

— Datos de contacto: nombre, correo electroénico,
numero de teléfono, direccion postal.

— Datos de identificacién: nimero de documento de
identidad, nimero de pasaporte, sexo/género, fecha de
nacimiento.

— Datos de salud y genética (categorias especiales de
datos personales): antecedentes de salud y familiares,
resultados de pruebas, informacion de fertilidad,
pruebas genéticas y otra informacion sanitaria relevante.
— Datos administrativos y financieros: datos sobre la
relacion contractual, programacion de visitas, datos de
remuneracion/compensacion, datos de pagos y
contabilidad, formularios de consentimiento y registros
de comunicacion.

Stranka 36 / 42

Ejecucion de un contrato con el interesado
(articulo 6(1)(b) RGPD).

Cumplimiento de las obligaciones legales del
responsable del tratamiento (articulo 6(1)(c)
del RGPD).

Para categorias especiales de datos
personales, el tratamiento se basa en la
prestacion de servicios sanitarios conforme a
la legislacién de la UE o de los Estados
miembros (articulo 9(2)(h) del RGPD).

Clinicas del Grupo
FuturelLife.



FuturelLife”

Politica de Proteccion de Datos Personales

PROPOSITO DEL TRATAMIENTO DE RESPONSABLE /

CATEGORIAS DE DATOS PERSONALES BASE LEGAL PARA EL TRATAMIENTO

DATOS PERSONALES RESPONSABLES CONJUNTOS

— Datos de contacto: nombre, direccidn de correo

Los datos personales se tratan 'y e , . ) ., Consentimiento del interesado para la Clinicas del Grupo
envian a la clinica recomendada electronico, numero de telefono, direccion postal. transferencia de datos personales a otras FuturelLife.

para garantizar que el — Datos de identificacion: nimero de documento de clinicas del Grupo FutureLife (articulo 6(1)(a)

tratamiento necesario pueda identidad, nimero de pasaporte, sexo/género, fecha de del RGPD).

prestarse en un centro nacimiento.
asistencial alternativo a peticion
del paciente.

Los datos personales se tratan - IDatos de conltacto: nombre, correo electrénico, Elinterés legitimo del responsable del El Grupo FuturelLife junto
con el fin de garantizar una ndmero de telefono. tratamiento en la gestion y control de las con la clinica

gestion administrativa y - Datos administrativos: detalles de reuniones, datos de  actividades organizativas v las relaciones correspondiente del grupo
organizativa adecuada de las facturacion, datos de seguros y registros de comerciales (articulo 6(1)(f) del RGPD). implicado en la actividad
clinicas, asi como para fines comunicacion. de tratamiento
estadisticos internos. —Datos estadisticos internos. (corresponsables del

tratamiento).

Los datos personales se tratan ~ — Datos de contacto: nombre, correo electronico, Interés legitimo en el control de calidad, la El Grupo FutureLife junto
con el fin de enviar encuestas numero de telefono. adaptacién de actividades y el desarrollo de con la clinica

de calidad y satisfaccion —Datos estadisticos internos. productos y servicios mejorados (Art. 6 (1) (f) = correspondiente del grupo
relacionadas con los servicios RGPD). al que se dirige la
prestados y la atencién solicitud.

proporcionada.
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Politica de Proteccion de Datos Personales

PROPOSITO DEL TRATAMIENTO DE , RESPONSABLE /
CATEGORIAS DE DATOS PERSONALES BASE LEGAL PARA EL TRATAMIENTO

DATOS PERSONALES RESPONSABLES CONJUNTOS

— Datos de contacto: nombre, correo electronico,

Los datos personales se tratan , . El consentimiento del sujeto proporcionado El Grupo FuturelLife, junto
con el fin de gestionar ndmero de telefono. mediante suscripcion (articulo 6(1)(a) RGPD). | con la clinica
suscripciones a servicios de En el caso de una relacién contractual correspondiente del grupo
notificacién y comunicacion existente, el interés legitimo del responsable a la que se refiere el envio
(por ejemplo, boletines) y del tratamiento en enviar informacion sobre de comunicaciones
proporcionar informacion sobre productos y servicios similares (articulo comerciales.

servicios u ofertas especiales. 6(1)(f) del RGPD).

9. Investigacién cientificay deinvestigacion
Los datos personales se tratan - Datos médicos y de salud: historial médico, resultados = Interés legitimo en realizar actividades de El Grupo FuturelLife junto
con fines cientificos y de diagnosticos, informacion sobre tratamientos, signos investigacion cientifica en el ambito de la con la clinica
investigacion para profundizar el = vitales, datos de salud mental/conductual, datos de fertilidad y la salud reproductiva (articulo correspondiente del
conocimiento sobre las = salud reproductiva, etc. 6(1)(f) del RGPD). Si los datos no estan Grupo al que se refiere la
condiciones de fertilidad y salud anonimizados, se requiere el consentimiento investigacion.
reproductiva, mejorar  los explicito de los interesados (articulo 6(1)(a)
métodos de tratamiento de RGPD).

reproduccion asistida y apoyar
la formacidn profesional en este
ambito.
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Politica de Proteccion de Datos Personales

PROPOSITO DEL TRATAMIENTO DE
DATOS PERSONALES

CATEGORIAS DE DATOS PERSONALES

RESPONSABLE /

BASE LEGAL PARA EL TRATAMIENTO
RESPONSABLES CONJUNTOS

Los datos personales se tratan
con el propésito de garantizary
optimizar el rendimiento del
sistema, evaluar la seguridad y
la estabilidad, y proporcionar
publicidad personalizada
basada en el comportamiento
del usuario. Esto se consigue
mediante el uso de tecnologia
de cookies. Para informacién
mas detallada, consulte la
Politica de Cookies.

- La direccion IP del dispositivo conectado a Internet.
— Fechay hora de acceso.

- La URL del referente, el tipo de navegador y el sistema
operativo.

- El nombre del proveedor de acceso.

Para cookies que no son necesarias:
consentimiento proporcionado mediante la
configuracién/preferencias de cookies
(articulo 6 (1)(a) RGPD).

Grupo FuturelLife.

Para cookies técnicas y necesarias: interés
legitimo en garantizar la seguridad,
estabilidad y usabilidad del sitio web (articulo
6 (1)(f) RGPD).

Los datos personales se tratan
con el fin de cumplir con
obligaciones legales, incluidas
aquellas relacionadas con la
proteccidn de datos personales,
obligaciones fiscales y
contables, sanitarias y otras
normativas legales aplicables.
Los datos también pueden estar
disponibles para las
autoridades policiales,
tribunales, administracién u
otras autoridades publicas si la
ley lo requiere.

— Datos de contacto: nombre, correo electroénico,
numero de teléfono.

- Datos de contenido: informacion contenida en
documentos y comunicaciones relacionadas con el
cumplimiento de requisitos legales o regulatorios.
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Politica de Proteccion de Datos Personales

ANEXO B — MATRIZ RACI

Esta matriz RACI describe los roles y responsabilidades relacionados con el cumplimiento de la Politica de Proteccion de Datos Personales entre las partes
interesadas clave. A continuacion se incluye la leyenda que explica el significado de cada designacion utilizada en la matriz RACI:

R (Responsible): Persona que debe ejecutar la tarea o actividad de forma directa.

A (Accountable): Persona que debe asumir la responsabilidad final de la correcta y completa realizacion de la tarea.

C (Consulted): Persona que debe ser consultada informacion, opiniones o conocimientos especializados antes de completar la tarea.

I (Informed): Persona que debe mantenerse informada sobre el progreso y las decisiones tomadas, pero no participa activamente en la ejecucion
de la tarea.

vV V V V

Tabla 2: Matriz RACI

Jefedel Local Departamento . .
. Departam . Proveed Gerente de Business | Functiona
Actividad / Rol Security | de Recursos | Empleados . !
ento . ores Ciberseguridad
. Officer Humanos
Juridico
Supervisar el cumplimiento del RGPD R A A C I I I C A C
Punt tact L tori
unto de contacto con las autoridades de R I I I I I I I I I
control
Formacién y consultoria en el ambito de la
ony R | c c c c I I c I C
proteccion de datos personales
Auditorias y evaluaciones internas R A C C I I C C C C
Evaluacién del I t la Proteccid
valuacion del Impacto en la Proteccion A I c c I I c c R R
de Datos (EIPD)
Registros de | tividades d
egis r.os e las actividades de R I c c I I c I C R
tratamiento
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Aprobacion de la Politica y supervision
posterior

Salvaguardas técnicas para los datos
personales

Respuesta a incidentes y violaciones de
seguridad de datos personales

Cumplimiento local del RGPD

Tratamiento de datos personales de
empleados

Formacién del personal

Manejo responsable de datos personales

Tratamiento contractual de datos
personales

Pruebas de penetracion y analisis de
riesgos

Cifrado y control de acceso
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ACERCA DE FUTURELIFE

Desde la fundacidon del Grupo FutureLife en 2014, hemos continuado creciendo cada afio. Hoy contamos
con mas de 50 clinicas en 16 paises europeos, operadas por mas de 1.500 miembros cualificados del equipo
y 600 médicos. Nuestras clinicas ofrecen tratamientos integrales contra la infertilidad, incluyendo pruebas
genéticas, inmunoldgicas y otros analisis complementarios.

Nuestro principal objetivo es proporcionar atencién de calidad y tratamientos eficaces para crear ninos
sanos y familias felices. Invertimos continuamente en nuestras clinicas, en investigacion y en formacion.
Esto nos permite ofrecer a nuestros equipos conocimientos especializados, estabilidad financiera, buenas
condiciones laborales y una remuneracion competitiva.



